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This template provides a sample format for preparing the Control Implementation Summary (CIS) Report for the CSP Name information system.  The CSP Name may modify the format as necessary to comply with its internal policies and FedRAMP requirements.
The CIS is a key document in the security authorization package developed for submission to the Federal Risk and Authorization Management Program (FedRAMP) authorizing officials.  The CIS includes control implementation responsibility and implementation status of the FedRAMP security controls.  The CIS must be submitted with the SSP as part of the final security package.  
The purpose of the CIS is to delineate the control responsibilities of CSP Name’s and customer agencies.  In addition, the CIS provides a summary of all required controls and enhancements across the system.  
[bookmark: _Toc443990252]Scope
The scope of the CIS template includes a description of all management, operational, and technical FedRAMP security controls that are documented in the SSP at the determined impact level (Low Moderate or High) by the CSP Name.  
[bookmark: _Toc443990253]System Description
The <Information System Name> system has been determined to have a security categorization of Choose level.
Instruction: Insert a brief high-level description of the system, business or purpose and system environment. Ensure this section is continuously updated with the latest description from the SSP. 
Delete this instruction from your final version of this document.
[bookmark: _Toc443990254]Control Implementation Results
Columns in the CIS worksheet are defined according to the definitions found in the Table 4‑1 Control Origination and Definition that follows.
[bookmark: _Ref443929260][bookmark: _Toc443929824]Table 4‑1 Control Origination and Definition
	Control Origination
	Definition
	Example

	Service Provider Corporate
	A control that originates from the CSP Name corporate network.  
	Domain Name System (DNS) from the corporate network provides address resolution services for the information system and the service offering.  

	Service Provider System Specific
	A control specific to a particular system at the CSP Name and the control is not part of the service provider corporate controls.  
	A unique host based intrusion detection system (HIDs) is available on the service offering platform but is not available on the corporate network.  

	Service Provider Hybrid
	A control that makes use of both corporate controls and additional controls specific to a particular system at the CSP Name.
	Scans of the corporate network infrastructure; scans of databases and web based application are system specific.

	Configured by Customer
	A control where the customer needs to apply a configuration in order to meet the control requirement.  
	User profiles, policy/audit configurations, enabling/disabling key switches (e.g., enable/disable http or https, etc.), entering an IP range specific to their organization are configurable by the customer.  

	Provided by Customer
	A control where the customer needs to provide additional hardware or software in order to meet the control requirement.  
	The customer provides a Security Assertion Markup Language (SAML) Single Sign On (SSO) solution to implement two-factor authentication.

	Shared
	A control that is managed and implemented partially by the CSP Name and partially by the customer.  
	Security awareness training must be conducted by both the CSP Name and the customer.  

	Inherited from pre-existing Authorization
	A control that is inherited from another CSP Name system that has already received a Authorization.  
	A Platform as a Service (PaaS) or Software as a Service (SaaS) provider inherits Physical and Environmental Protection Policy and Procedures (PE) controls from an Infrastructure as a Service (IaaS) provider. 



The FedRAMP IT Control Implementation Worksheet Template can be found on this page: Templates.
The <Information System Name> Control Implementation Worksheet can be found in the <Information System Name> Authorization Package.
[bookmark: _Toc443986496][bookmark: _Toc443990255]Acronyms and Definitions

	Acronym
	Definition

	CIS
	Control Implementation Summary

	CSP
	Cloud Service Provider

	DNS
	Domain Name System

	FedRAMP
	Federal Risk and Authorization Management Program

	HID
	Host Intrusion Detection

	IaaS
	Infrastructure as a Service

	OMB
	Office of Management and Budget

	PaaS
	Platform as a Service 

	PE
	Physical and Environmental Protection Policy and Procedures

	SAML 
	Security Assertion Markup Language

	SaaS
	Software as a Service

	SSO
	Single Sign On
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